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December 1, 2000

Dear Friend,

NASIRE, which represents the chief information officers (CIOs) of the
states, is pleased to release this platform for digital government.  It repre-
sents the combined vision of NASIRE's member CIOs.  We believe that it
will serve as a foundation upon which each state, as a laboratory of democ-
racy, can build its unique form of digital governance.

We also hope that this document will set some very high standards and
goals for the states and that it will inspire robust development of digital gov-
ernment nationwide.  NASIRE's mission is to ensure that all states have
access to the leading visions and experience. We will use this document as a
guide to building consensus and useful tools for our membership.

I hope you will follow our progress and support us in our endeavors.
Government is embarking on an exciting new journey and NASIRE intends
to lead the way.

Sincerely,

Aldona K. Valicenti, President
NASIRE
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citizen centricity
Citizens must see themselves as the own-

ers of their government.  Digital government
can be used to convey that ownership to the
people.  Ownership of on-line resources will
require citizen-centric design elements, per-
sonalization options, visibility through market-
ing, and access for all.

Citizens will have access to on-
line government services that are
citizen centric, including a com-
plete selection of easy to use
integrated services that are built
around the citizens' intentions
with universal interface design.

If digital government is going to feel like
"my government" to the citizen, it will have to
be tailored to the citizen's interests, not the
agencies'.  Services must be brought on line in
a way that allows users to complete related
transactions in one place.  A rising tide of on-
line service offerings, including Digital
Democracy (i.e., voting, public records, etc.),
will raise public support for digital govern-
ment investments; therefore, states should
strive to offer a complete selection of services,
not just high-volume transactions. Services
should be built around the users' intentions,
allowing them to complete related tasks in one
place. Sites should be designed with usability
in mind, including user tolerance for waiting
and clicking through steps in on-line tasks.
NASIRE will promote sharing of templates
and components among the states to foster
rapid interagency application development and
adaptable architecture to support integration of
services with consistent, easy-to-use interfaces.
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American government at all levels is taking
on a new mission to serve the citizens of this
nation with increased efficiency through digital
government.  Digital government, the electronic
delivery of public services via the Internet, rep-
resents the realignment of an Industrial Era
public sector to meet the demands of the
Information Age.  The Internet is the best
means for organizing and delivering many gov-
ernment services into the foreseeable future.
Any digital government presence should be
founded upon principles of Convenience and
Accessibility; Trust; Efficiency and
Accountability; and Innovative Investment.

More important than the technology are the
social implications of digital governance.  In
coming years, the citizen will use the Internet to
build a relationship with government that is per-
sonal, custom-built for each user with features
that are accessible.  Digital government will be
easy to use, consistent in its appearance and func-
tionality, offer a complete selection of services
that are unified across agencies, and available
around the clock.  Citizens will be aware of their
rights to privacy and able to control governmental
use of their personal information.

Achieving such goals will require commit-
ment and cooperation among governmental
entities and private-sector partners like never
before.  Policy objectives will have to be
backed by technology that can evolve with the
ever-changing demands of society.  Adaptable
information architecture is essential to provid-
ing services coherently with security and relia-
bility.  Adaptable systems will accommodate
the streamlining of government business

creating citizen-centric digital governmentrisks before information is brought on-line so
that laws, investments, and public tolerance for
risk can be calculated appropriately.  NASIRE
will develop risk assessment and management
tools for use by the states as security needs
change over time.

Each citizen will be fully aware of
the privacy policies regulating col-
lection and storage of personal
data, including sharing of data
among governmental entities and
public dissemination.

Each citizen should be able to evaluate the
personal benefits of appropriate sharing and pub-
lic dissemination of government information
before being asked to make their personal infor-
mation available electronically.  NASIRE will
research how government can educate citizens
and improve the chances they will opt-in when
asked to share their personal information.

Critical on-line services will be
reliable, providing a high-level of
service in adverse conditions.

When a storm strikes, government should
be able to guarantee access to vital government
services.  Disaster preparedness is an essential
part of providing trustworthy digital govern-
ment. NASIRE will research how government
can mitigate the risks posed to their vital sys-
tems and keep them up and running in adverse
situations with trained staff and backup systems.

efficiency and 
accountability

Citizens must see a return on their investments
in digital government in the form of systems
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sary for economic growth in the Information
Age.  Government should understand the atti-
tudes of reluctant and inexperienced users,
including those with special needs, in order to
attract them to on-line services. NASIRE will
compile research on the implications of geog-
raphy, economics, education, culture, and
physical accessibility so that the states and
their industry partners can provide access solu-
tions.

trust
Citizen trust in on-line services is essential.

The privacy of their personal information must
be secure and access to services, on-line and
over the counter or phone, must be backed by
systems that are reliable.

On-line services will be secure,
resisting attacks that can compro-
mise the confidentiality of data
and the availability of services.

The success of digital government rests on
the security of the citizens' personal information
as it is stored and transmitted.  A secure electronic
environment requires investments in front- and
back-end technology as well as staff who are
well-trained and vigilant.  NASIRE will high-
light best practices, promote the necessity for
proper procedures, and monitor the evolving
technologies and counter-measures, including
reaction to "social engineering" attacks.

Digital government developers will
assess the risks of deploying
information on-line.

Security for digital government transactions
must be geared to the sensitivity of information
exposure.  Policy-makers must be apprised of

processes in order to capture savings and
deliver customer-centric services.  Well-trained
and responsive staff will be needed to maintain
secure systems and provide customer support.

Policy-makers will have to understand the
investment options for digital government.
Grabbing the low-hanging fruit can provide
short-term satisfaction, but long-term commit-
ment will be needed for citizens to enjoy the
benefits of a full harvest and see a return on
their investment as taxpayers.  State laws must
enable digital government to flourish and take
into account the risks of on-line services and
the intent of legislation as it is translated into
applied technology.

Toward these ends, the states will play a
central organizing role, ranking the state chief
information officers (CIOs) among the primary
advocates of digital government.  On-line serv-
ice delivery is a core competency for govern-
ment in the Internet Age; therefore, CIOs, as
accountable public servants, must assert their
role as the best architects for this revolution.
Only the nimble CIO can manage the strategic
cycle of progress with its intertwined elements
of policy, application, and infrastructure devel-
opment.  Only the visionary CIO with the sup-
port of policymakers can inspire the agencies to
launch and learn as they go.  The CIO must
commit to the idea that failure is to do nothing.

This document is a statement of NASIRE's
long-term vision to support the states, as labo-
ratories of democracy, in the evolution of digi-
tal government.  NASIRE's intention is to
make digital government widespread and
focused on the citizens.  Each vision statement
will be supported by tangible items that
NASIRE will produce for its member CIOs as
they seek sponsorship for digital government.
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citizen centricity
Citizens must see themselves as the own-

ers of their government.  Digital government
can be used to convey that ownership to the
people.  Ownership of on-line resources will
require citizen-centric design elements, person-
alization options, visibility through marketing,
and access for all.

Citizens will have access to on-
line government services that are
citizen centric, including a com-
plete selection of easy to use
integrated services that are built
around the citizens' intentions
with universal interface design.

If digital government is going to feel like
"my government" to the citizen, it will have to
be tailored to the citizen's interests, not the
agencies'.  Services must be brought on line in
a way that allows users to complete related
transactions in one place.  A rising tide of on-
line service offerings, including Digital
Democracy (i.e., voting, public records, etc.),
will raise public support for digital govern-
ment investments; therefore, states should
strive to offer a complete selection of services,
not just high-volume transactions. Services
should be built around the users' intentions,
allowing them to complete related tasks in one
place. Sites should be designed with usability
in mind, including user tolerance for waiting
and clicking through steps in on-line tasks.
NASIRE will promote sharing of templates
and components among the states to foster
rapid interagency application development and
adaptable architecture to support integration of
services with consistent, easy-to-use interfaces.

Each citizen should have a per-
sonalized set of account options,
providing individual and automated
access to government information
and services.

Each citizen should be able to configure an
on-line account to deliver government infor-
mation and notices as needed.  This account
should allow each citizen to sign in once to
access all government services.  The citizen
should also be able to review a complete tran-
script of the personal information kept by the
government and offer revisions.  NASIRE will
conduct original research into citizen desires
for personalization options and promote adapt-
able architecture to support information-shar-
ing modalities, single sign-on authentication,
tiered security, and electronic payments.

Digital government will be visible
and easy to find through market-
ing and promotions.

Before state governments can expect a
return from their investments in on-line servic-
es, customers must know they are available.
In order for this to happen, on-line offerings
must be publicized.   Recognizing that govern-
ment will rely on a combination of free and
paid media to promote sites, NASIRE will
research successful promotional campaigns,
promote the role of marketing plans, and
investigate methods for consistent positioning
of government sites on the World Wide Web.

Citizens will have access to on-line
services in a way that is intimate.

Digital government must engage as many
citizens as possible, not just those who are eas-
iest to reach.  In addition, widespread access to
high-bandwidth Internet services will be neces-

Citizens must see 
themselves as 

owners of their 
government. Digital government

is not a singular
event.
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high-bandwidth Internet services will be neces-
sary for economic growth in the Information
Age.  Government should understand the atti-
tudes of reluctant and inexperienced users,
including those with special needs, in order to
attract them to on-line services. NASIRE will
compile research on the implications of geog-
raphy, economics, education, culture, and
physical accessibility so that the states and
their industry partners can provide access solu-
tions.

trust
Citizen trust in on-line services is essen-

tial.  The privacy of their personal information
must be secure and access to services, on-line
and over the counter or phone, must be backed
by systems that are reliable.

On-line services will be secure,
resisting attacks that can compro-
mise the confidentiality of data
and the availability of services.

The success of digital government rests on
the security of the citizens' personal information
as it is stored and transmitted.  A secure electronic
environment requires investments in front- and
back-end technology as well as staff who are
well-trained and vigilant.  NASIRE will high-
light best practices, promote the necessity for
proper procedures, and monitor the evolving
technologies and counter-measures, including
reaction to "social engineering" attacks.

Digital government developers will
assess the risks of deploying
information on-line.

Security for digital government transactions
must be geared to the sensitivity of information

Digital 
government
must engage as
many citizens
as possible, not
just those who
are easiest to
reach.

Each citizen should have a per-
sonalized set of account options,
providing individual and automated
access to government information
and services.

Each citizen should be able to configure an
on-line account to deliver government infor-
mation and notices as needed.  This account
should allow each citizen to sign in once to
access all government services.  The citizen
should also be able to review a complete tran-
script of the personal information kept by the
government and offer revisions.  NASIRE will
conduct original research into citizen desires
for personalization options and promote adapt-
able architecture to support information-shar-
ing modalities, single sign-on authentication,
tiered security, and electronic payments.

Digital government will be visible
and easy to find through market-
ing and promotions.

Before state governments can expect a
return from their investments in on-line servic-
es, customers must know they are available.
In order for this to happen, on-line offerings
must be publicized.   Recognizing that govern-
ment will rely on a combination of free and
paid media to promote sites, NASIRE will
research successful promotional campaigns,
promote the role of marketing plans, and
investigate methods for consistent positioning
of government sites on the World Wide Web.

Citizens will have access to on-line
services in a way that is intimate.

Digital government must engage as many
citizens as possible, not just those who are eas-
iest to reach.  In addition, widespread access to
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high-bandwidth Internet services will be neces-
sary for economic growth in the Information
Age.  Government should understand the atti-
tudes of reluctant and inexperienced users,
including those with special needs, in order to
attract them to on-line services. NASIRE will
compile research on the implications of geog-
raphy, economics, education, culture, and
physical accessibility so that the states and
their industry partners can provide access solu-
tions.

trust
Citizen trust in on-line services is essen-

tial.  The privacy of their personal information
must be secure and access to services, on-line
and over the counter or phone, must be backed
by systems that are reliable.

On-line services will be secure,
resisting attacks that can compro-
mise the confidentiality of data
and the availability of services.

The success of digital government rests on
the security of the citizens' personal information
as it is stored and transmitted.  A secure electronic
environment requires investments in front- and
back-end technology as well as staff who are
well-trained and vigilant.  NASIRE will high-
light best practices, promote the necessity for
proper procedures, and monitor the evolving
technologies and counter-measures, including
reaction to "social engineering" attacks.

Digital government developers will
assess the risks of deploying
information on-line.

Security for digital government transactions
must be geared to the sensitivity of information
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ing modalities, single sign-on authentication,
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citizen centricity
Citizens must see themselves as the own-

ers of their government.  Digital government
can be used to convey that ownership to the
people.  Ownership of on-line resources will
require citizen-centric design elements, person-
alization options, visibility through marketing,
and access for all.

Citizens will have access to on-
line government services that are
citizen centric, including a com-
plete selection of easy to use
integrated services that are built
around the citizens' intentions
with universal interface design.

If digital government is going to feel like
"my government" to the citizen, it will have to
be tailored to the citizen's interests, not the
agencies'.  Services must be brought on line in
a way that allows users to complete related
transactions in one place.  A rising tide of on-
line service offerings, including Digital
Democracy (i.e., voting, public records, etc.),
will raise public support for digital govern-
ment investments; therefore, states should
strive to offer a complete selection of services,
not just high-volume transactions. Services
should be built around the users' intentions,
allowing them to complete related tasks in one
place. Sites should be designed with usability
in mind, including user tolerance for waiting
and clicking through steps in on-line tasks.
NASIRE will promote sharing of templates
and components among the states to foster
rapid interagency application development and
adaptable architecture to support integration of
services with consistent, easy-to-use interfaces.

exposure.  Policy-makers must be apprised of
risks before information is brought on-line so
that laws, investments, and public tolerance for
risk can be calculated appropriately.  NASIRE
will develop risk assessment and management
tools for use by the states as security needs
change over time.

Each citizen will be fully aware of
the privacy policies regulating col-
lection and storage of personal
data, including sharing of data
among governmental entities and
public dissemination.

Each citizen should be able to evaluate the
personal benefits of appropriate sharing and pub-
lic dissemination of government information
before being asked to make their personal infor-
mation available electronically.  NASIRE will
research how government can educate citizens
and improve the chances they will opt-in when
asked to share their personal information.

Critical on-line services will be
reliable, providing a high-level of
service in adverse conditions.

When a storm strikes, government should
be able to guarantee access to vital government
services.  Disaster preparedness is an essential
part of providing trustworthy digital govern-
ment. NASIRE will research how government
can mitigate the risks posed to their vital sys-
tems and keep them up and running in adverse
situations with trained staff and backup systems.
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accountability

Citizens must see a return on their investments
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in digital government in the form of systems
that are integrated, less costly, and governed by
laws and standards that enable efficient service
delivery.

Streamlining of business processes
will make government less costly
to the citizens.

It should cost less for citizens and states to
do business on-line.  Integrated systems will
reduce costs by allowing the streamlining of
business processes and deploying professional
skills to higher-value activities.  Government
should use Internet technology to minimize—
possibly eliminate—costly over-the-counter
channels of service delivery.  Digital govern-
ment can also be the impetus for reviewing and
eliminating unnecessary processes before they
reach the Web.  NASIRE will publish case stud-
ies of states streamlining business processes.

Government must be supported by
integrated systems.

Integrated systems that share information for
digital governance will improve service delivery
to citizens by reducing the time, effort, and com-
plexity of service delivery.  The accuracy of data
should be improved as well as the incumbent
processes of auditing, archiving, and retrieving it.
NASIRE will promote adaptable architecture that
permits information sharing and retention.

State laws should enable digital
governance in the Information Age.

The legal groundwork for digital govern-
ment is still being laid.  Policymakers must
eliminate the gaps, weaknesses, and contradic-
tions in current statutes that limit the flexibility
of digital governance and hinder deployment
of specific technologies.  A divergence among

processes in order to capture savings and
deliver customer-centric services.  Well-trained
and responsive staff will be needed to maintain
secure systems and provide customer support.

Policy-makers will have to understand the
investment options for digital government.
Grabbing the low-hanging fruit can provide
short-term satisfaction, but long-term commit-
ment will be needed for citizens to enjoy the
benefits of a full harvest and see a return on
their investment as taxpayers.  State laws must
enable digital government to flourish and take
into account the risks of on-line services and
the intent of legislation as it is translated into
applied technology.

Toward these ends, the states will play a
central organizing role, ranking the state chief
information officers (CIOs) among the primary
advocates of digital government.  On-line serv-
ice delivery is a core competency for govern-
ment in the Internet Age; therefore, CIOs, as
accountable public servants, must assert their
role as the best architects for this revolution.
Only the nimble CIO can manage the strategic
cycle of progress with its intertwined elements
of policy, application, and infrastructure devel-
opment.  Only the visionary CIO with the sup-
port of policymakers can inspire the agencies to
launch and learn as they go.  The CIO must
commit to the idea that failure is to do nothing.

This document is a statement of NASIRE's
long-term vision to support the states, as labo-
ratories of democracy, in the evolution of digi-
tal government.  NASIRE's intention is to
make digital government widespread and
focused on the citizens.  Each vision statement
will be supported by tangible items that
NASIRE will produce for its member CIOs as
they seek sponsorship for digital government.
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American government at all levels is taking
on a new mission to serve the citizens of this
nation with increased efficiency through digital
government.  Digital government, the electronic
delivery of public services via the Internet, rep-
resents the realignment of an Industrial Era
public sector to meet the demands of the
Information Age.  The Internet is the best
means for organizing and delivering many gov-
ernment services into the foreseeable future.
Any digital government presence should be
founded upon principles of Convenience and
Accessibility; Trust; Efficiency and
Accountability; and Innovative Investment.

More important than the technology are the
social implications of digital governance.  In
coming years, the citizen will use the Internet to
build a relationship with government that is per-
sonal, custom-built for each user with features
that are accessible.  Digital government will be
easy to use, consistent in its appearance and func-
tionality, offer a complete selection of services
that are unified across agencies, and available
around the clock.  Citizens will be aware of their
rights to privacy and able to control governmental
use of their personal information.

Achieving such goals will require commit-
ment and cooperation among governmental
entities and private-sector partners like never
before.  Policy objectives will have to be
backed by technology that can evolve with the
ever-changing demands of society.  Adaptable
information architecture is essential to provid-
ing services coherently with security and relia-
bility.  Adaptable systems will accommodate
the streamlining of government business

creating citizen-centric digital governmentthe states will impede interstate commerce
while a one-size-fits-all approach would stifle
innovation in the laboratories of democracy.
NASIRE will continue to facilitate communi-
cation among the states on UETA, E-Sign, Sec.
508, HIPAA, and other emerging issues on this
shifting landscape.

Enterprise-wide digital govern-
ment requires standards for
diverse agencies.

Breaking down the silos of information can
only be done through enterprise-wide standards.
Standards development in the states will require
a governance process that is inclusive  (i.e., bal-
ances the enterprise against the virtues of agency
autonomy) and governed by a CIO with respon-
sibility for the enterprise.  Standards should facil-
itate integration and reduce time to market for
applications.  NASIRE will provide case studies
on states that are sharing application-develop-
ment standards across the enterprise.

innovative investment
Digital government is not a singular event.
While it will require initial, up-front invest-
ments, it will also require continual operational
support and re-investment as public demands
change and technology evolves.  Citizens
should have a digital government that provides
a return on investment in ways that promote
flexible means for funding ongoing innovation
in service delivery.

Deployment of services will require
significant investment and re-invest-
ment.

In a time of budget surpluses, states should
be able to commit significant funds to "jump
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start" on-line applications development.  Policy
makers will have to be persuaded to make these
initial investments in lieu of other options.
These start-up costs should be shared across the
enterprise, as all agencies will eventually bene-
fit.  Also, keeping in mind that digital govern-
ment must be continually enhanced and rein-
vented, policymakers must plan for the costs of
operations and understand the need for re-invest-
ment funded through a variety of channels.
NASIRE will provide tools to help states com-
pile accurate costs estimates for policy makers.
NASIRE will also encourage the development
of adaptable architecture that provides long-term
savings through solutions that are transferable
across the enterprise and get the most out of
legacy systems.

Digital government will provide a
return on investment through mul-
tiple funding streams to support
the states' general funds and IT
enterprise opportunity funds.

States will see a return on digital govern-
ment investment through new funding streams,
which can, in turn, be directed toward innova-
tive budgeting mechanisms.  Using funds
derived from new income sources (e.g., redi-
rected savings and advertising among other
potential channels) states will be able to return
money to the general fund while allocating
some for innovative application of technology
through IT enterprise opportunity funds.  These
funds can be used to provide incentives to
agencies to get services on-line now.  NASIRE
will investigate how states are creating resource
pools to support business proposals that get
services off the drawing board and on-line.
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December 1, 2000

Dear Friend,

NASIRE, which represents the chief information officers (CIOs) of the
states, is pleased to release this platform for digital government.  It repre-
sents the combined vision of NASIRE's member CIOs.  We believe that it
will serve as a foundation upon which each state, as a laboratory of democ-
racy, can build its unique form of digital governance.

We also hope that this document will set some very high standards and
goals for the states and that it will inspire robust development of digital gov-
ernment nationwide.  NASIRE's mission is to ensure that all states have
access to the leading visions and experience. We will use this document as a
guide to building consensus and useful tools for our membership.

I hope you will follow our progress and support us in our endeavors.
Government is embarking on an exciting new journey and NASIRE intends
to lead the way.

Sincerely,

Aldona K. Valicenti, President
NASIRE

1

NASIRE represents state government officials
involved in information technology from all levels
of government, from cabinet-level IT organizations
to individual agency IT units. The primary mission
of NASIRE is to shape national IT policy through
collaborative partnerships, information sharing, and
knowledge transfer across jurisdictional and func-
tional boundaries. Our membership consists of
chief information officers, information resource
executives, and their corporate partners from the 50
states, six US territories, and the District of
Columbia. NASIRE is led by an executive commit-
tee and is composed of operating committees,
emerging issues committees, and strategic issue
workgroups. 

State members are senior officials from any of
the three branches of state government who have
executive-level and statewide responsibility for
information resource management. Representatives
from federal, municipal, and international govern-
ments, as well as other state officials who are
involved in information resource management,
participate in the organization as associate mem-
bers. Private-sector firms and non-profit organiza-
tions may join as corporate members.

NASIRE holds two educational conferences
annually. Programs are developed on themes tied
to strategic initiatives and often include issue-
focused sessions on digital government, informa-
tion architecture, IT infrastructure, and other poli-
cy issues. 

For more information on the association and
membership, visit the NASIRE website at
http://www.nasire.org.
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